**PROPERTY LISTING SCRIPT**

**USER VIEW**

**Home screen**:

* User can view various properties with property name and property image
* User can view featured property list with details
* User having search property search engine

**Properties:**

* User can view property with property media
* Each property contains their details
* User can view additional details of property
* User can view property location using Google map
* User can view property agents
* User can also request to the agent for property details
* User can apply for the loan

**Search:**

* User can search property using location and type
* User can search property by property ID
* Properties are categories by the property type
* User can view property in Google amp

**Agents:**

* User can view various agents with name and their details
* User can view agents contact details like mobile, Email and website
* Each agents having their details
* User can share agent details with social networks
* User can post a request to agent

**Blog:**

* User can view various blogs with blog title
* Each blog contains their description and media
* User can search blog with blog name
* User can post a comment in blog

**CMS Page:**

* Contact us
* Social network connections

**ADMIN VIEW**

**Login:**

* Admin can login with valid username and password
* Form is validated with JQuery
* Forget password option also available in login form

**Dashboard:**

* Admin can view comments and pages at a glance
* Recent published post can be view by admin
* Admin can take quick notes using quick draft

**Properties management:**

* Admin can add and manage property
* Properties are filtered using date
* Admin can search property using search box
* Admin can add and manage type for the property
* Admin can add and manage status for the property
* Admin can add and manage other info related with properties like furnished
* Admin can add and manage location for the property

**Agents:**

* Admin can add and manage agents
* Agents are filtered using date
* Admin can search agents with name

**Posts:**

* All news posts are managed by the admin
* Posts are filtered using date, category
* Admin can search post using search box
* Admin can add and manage new category for the post
* Admin can add and manage new keyword for the post

**Media:**

* All media are managed by the admin
* Media are filtered using date
* Admin can search media using search box

**Pages:**

* All pages are managed by the admin
* Pages are filtered using date and SEO Score
* Admin can search pages using search box

**Communication form:**

* All forms are managed by the admin
* Forms are filtered using type
* Admin can search form using search box

**Comments:**

* All comments related with blogs are managed by the admin
* Comments are filtered using type
* Admin can search comments using search box

**Users:**

* Admin can manage user details
* Users are filtered using role
* Admin can search user by name and Email

**Settings:**

* Admin can manage
  + - * Site title
      * Site address
      * E-Mail address
      * Time zone
      * Date and time format
      * Site language
      * Payment gateway
* Admin can manage social network appearance size settings

**Appearance:**

* PSM Settings
  + - Admin can manage logo and favicon settings
    - Admin can manage background image and color settings
    - Admin manage layout settings
    - Admin manage social network connection settings

**Advance feature:**

* SEO
  + SEO forces you to choose a focus keyword when you’re writing your articles and then makes sure you use that focus keyword everywhere. Using the snippet preview you can see a rendering of what your post or page will look like in the search results, whether your title is too long or too short and your meta description makes sense in the content of a search result
* Cache
  + Cache improves the user experience of your site by increasing server performance, reducing the download times and providing transparent content delivery network(CDN) integration
* Security
  + Security functionality starts by checking if your site is already infected. We do a deep server-side scan of your source code comparing it to the Official WordPress repository for core, themes and plugins. Then security plgins secures your site and makes it up to 50 times faster.
  + Security functionality security is 100% free and open source. We also offer a Premium API key that gives you Premium Support, Country Blocking, Scheduled Scans, Password Auditing and we even check if your website IP address is being used to Spamvertize.
  + Our security plugins security is now Multi-Site compatible and includes cell phone Sign-in which permanently secures your website from brute force hacks.

**SECURITY FEATURES**

**Blocking Features**

* + Real-time blocking of known attackers. If another site using security plugin is attacked and blocks the attacker, your site is automatically protected.
  + Block entire malicious networks. Includes advanced IP and Domain WHOIS to report malicious IP's or networks and block entire networks using the firewall. Report security threats to network owner.
  + Rate limit or block security threats like aggressive crawlers, scrapers and bots doing security scans for vulnerabilities in your site.
  + Choose whether you want to block or throttle users and robots who break your security rules.
  + Premium users can also block countries and schedule scans for specific times and a higher frequency.

**Login Security**

* + Sign-in using your password and your cell phone to vastly improve login security. This is called Two Factor Authentication and is used by banks, government agencies and military world-wide for highest security authentication.
  + Includes two-factor authentication, also referred to as cell phone sign-in.
  + Enforce strong passwords among your administrators, publishers and users. Improve login security.
  + Checks the strength of all user and admin passwords to enhance login security.
  + Includes login security to lock out brute force hacks and to stop WordPress from revealing info that will compromise security.

**Security Scanning**

* + Scans for the HeartBleed vulnerability - included in the free scan for all users.
  + Scans core files, themes and plugins against WordPress.org repository versions to check their integrity. Verify security of your source.
  + See how files have changed. Optionally repair changed files that are security threats.
  + Scans for signatures of over 44,000 known malware variants that are known security threats.
  + Scans for many known backdoors that create security holes including C99, R57, RootShell, Crystal Shell, Matamu, Cybershell, W4cking, Sniper, Predator, Jackal, Phantasma, GFS, Dive, Dx and many many more.
  + Continuously scans for malware and phishing URL's including all URL's on the Google Safe Browsing List in all your comments, posts and files that are security threats.
  + Scans for heuristics of backdoors, trojans, suspicious code and other security issues.

**WordPress Firewall**

* + Includes a firewall to block common security threats like fake Google bots, malicious scans from hackers and botnets.

**Monitoring Features**

* + See all your traffic in real-time, including robots, humans, 404 errors, logins and logouts and who is consuming most of your content. Enhances your situational awareness of which security threats your site is facing.
  + A real-time view of all traffic including automated bots that often constitute security threats that Javascript analytics packages never show you.
  + Real-time traffic includes reverse DNS and city-level geolocation. Know which geographic area security threats originate from.
  + Monitor your DNS security for unauthorized DNS changes.
  + Monitors disk space which is related to security because many DDoS attacks attempt to consume all disk space to create denial of service.

**Multi-Site Security**

* + Our security plugins security for multi-site also scans all posts and comments across all blogs from one admin panel.
  + WordPress Multi-Site (or WordPress MU in the older parlance) compatible.

**Caching Features**

* + Includes Falcon Engine, the fastest WordPress caching engine available today. Falcon is faster because it reduces your web server disk and database activity to a minimum.
  + Security plugins includes two caching modes for compatability and has cache management features like the ability to clear the cache and monitor cache usage.

**IPv6 Compatible**

* Fully IPv6 compatible including all whois lookup, location, blocking and security functions.